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1. **Compréhension de l’oral**

**White Hat Hackers:**

Le document qui nous est présenté est une vidéo qui est extrait du journal CBC News du 31 mars 2010 du nom de « *White Hat Hackers* »(WHH). Dans le documentaire quatre personnes parlent à tour de rôle. La première est la présentatrice du journal. Elle se nomme Gloria Macarenko. La deuxièmes personne est la présentatrice de l’article. La troisièmes personne est Theresa Lalonde. Enfin, la dernière personne est AARon un WHH.

La vidéo s’ouvre avec une brève définition de ce qu’est le hacking. Puis l’on passe sur l’explication de ce qu’est le but des Hackeurs : trouver les failles d’un outil informatique, mais au lieu de les exploiter, ils en informent la compagnie de l’outil pour qu’elle puisse les combler. Le nom de l’évènement est basé sur un terme de « gamer » « Home to own », ce concept est celui de l’invasion en terrain adverse. Ces WHH, selon le documentaire, sont l’armée informatique pour la maison blanche. Lors de ce concourt, le gagnant remporte non seulement mille euros mais aussi les outils qu’il a hacké. Cette compétition regroupe généralement plus de cinq-cents personnes issues du monde entier. Le but de cette compétition est de montrer à quelle point nous sommes à risque et mettre au jour les failles existantes qui seront ensuite transmises à l’entreprise concernée pour qu’ils soient comblés.

1. **Compréhension de l’écrit :**
2. **Comprehension of documents 2 and 3 (referred to 1 and 2 in this part)**

The first document, 1, is an adapted extract from the article “*Would you click for a free gift? Businesses phish their own workers*” written by John Murawski, for the “*New Observer*” on the 25, January 2019. The second document, 2, is an adaptation from the book Snow Crash, written by Neal Stephenson in 1992.

Document one explains how companies do to find out if, and how many, of their employees would click on a phishing link. The second document explains Hiro’s life when he was in the twenties, What he is doing for a living, how one of his jobs seemed Ideal to him younger and what the harsh reality of it is.

1. **Comprehension of the whole folder**

The first document, 1, is a documentary about the White Hat Hackers (WHH). The second document, 2, is an article adaptation about how companies do to find out if their employees that will click on a fishing link. The third document, 3, is an adaptation from the book Snow Crash, in which we follow a man, Hiro, and see the before and now of one of his jobs that he found was romantic but in reality, was completely different.

The first and second documents can be considered as “positive” hacking compared to the third which is “negative” hacking. Where all three documents relate is that they are centred on hacking, either directly or indirectly. The companies that fish their employees never hack them but know that they will need more prevention training. The WHH find breaches by hacking but instead of exploiting them, report them to the companies of the product. The third document is placing us in a world where hacking has become a form of currency because what Hiro uploads on the CIC is what he has succeeded in scavenging from potential hacking. So, these are the uses of hacking that these documents bring out into the light.

1. **Expression écrite**

**Subject A:**

|  |  |
| --- | --- |
| From: | [a\_company@company.com](mailto:a_company@company.com) |
| To: | [hiro@snow\_crash.com](mailto:hiro@snow_crash.com) |
| CC: |  |
| CCI: |  |
| Subject: | Recruitment letter |
| Dear Hiro,  Having recently spotted your profile on CIC and all the data you collected, we thought we had found the right person to protect our own data. As a matter of fact, it looks like you have not been employed in the last recent weeks.  We were interested to know if you would like to become one of our employees and help us protect our precious data.  If you are, please send us a copy of your ID card so that we can identify you on the audition day.  We true fully hope that you will soon be working with us.  Sincerely  A company  PS: more information about where, how, and when to meet will be sent to you after you have replied to this e-mail. | |
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